
PRIVACY POLICY 
1. The Service Provider attaches great importance to the protection of personal data in its 

activities. The Service Provider shall process the personal data provided to it in 
compliance with the applicable laws, ensure their security, take the technical and 
organisational measures and establish the procedural rules necessary to comply with 
the applicable laws. 

2. This privacy policy is drawn up in accordance with the legislation in force, in 
particular with regard to 

1. Act CXII of 2011 on the Right to Informational Self-Determination and 
Freedom of Information (hereinafter referred to as the Data Protection Act); 

2. Directive 95/46/EC of the European Parliament and of the Council of 24 
October, 1995 on the protection of individuals with regard to the processing of 
personal data and on the free movement of such data; 

3. Act VI of 1998 on the proclamation of the Convention for the protection of 
individuals with regard to automatic processing of personal data, signed in 
Strasbourg on 28 January, 1981; 

4. Act CVIII of 2001 on certain aspects of electronic commerce services and 
information society services; 

5. Act CXIX of 1995 on the processing of name and address data for the purposes 
of research and direct marketing. 

3. In the course of the activities of the Service of Provider, the processing of personal 
data is always based on voluntary consent. The Service Provider uses the data of Users 
exclusively for contracting, billing and its own advertising purposes in accordance 
with the Data Protection Act. The Service Provider may also contract external partners 
to organise guests. In such cases, the Service Provider is entitled to transfer the 
personal data of the Data Subjects to the contracted partner. 

4. Rights of data subjects and how to exercise their rights: 

1. The Data Subject may request information about the processing of their 
personal data and may request the rectification or—with the exception of data 
processing required by law—the erasure of their personal data at the Service 
Provider’s contact details provided in this policy. 

2. At the request of the data subject, the Service Provider shall provide 
information about the processed data, the purpose, legal basis and duration of 
the processing, the name, address (registered office) and activity of the Data 
Processor, as well as who is receiving or has received the data and for what 
purpose.  The Service Provider shall provide the information free of charge in 



writing, in an accessible format, within the shortest possible time from the date 
of the request, but not later than 30 days. 

3. The Service Provider shall correct personal data that is not accurate upon 
request of the Data Subject. 

4. The Service Provider shall delete the personal data if 

1. its processing is unlawful, 

2. the data subject requests it, 

3. the data is incomplete or inaccurate—and this situation cannot be 
lawfully corrected—provided that deletion is not precluded by law, 

4. the purpose of the processing has ceased to exist, 

5. the statutory time limit for storing the data has expired, 

6. it has been ordered by a court or the Data Protection Commissioner. 

5. It shall notify the Data Subject and all those to whom it has previously 
disclosed the data for processing purposes of the rectification and erasure. The 
notification may be omitted if this does not harm the legitimate interests of the 
Data Subject in relation to the purposes of the processing. 

6. The Data Subject may take the Controller to court in the event of a breach of 
their rights. 

7. The Service Provider shall compensate for any damage caused to others by 
unlawful processing of the data of the Data Subject or by violation of the 
requirements of technical data protection. The Controller shall be exempted 
from liability if it proves that the damage was caused by an unavoidable cause 
outside the scope of the processing. No compensation shall be due in so far as 
the damage was caused by the intentional or grossly negligent conduct of the 
injured party. 

8. You may lodge a complaint with the Nemzeti Adatvédelmi és 
Információszabadság Hatóság (National Authority for Data Protection 
and Freedom of Information) at the following contact details: 

Name: Nemzeti Adatvédelmi és Információszabadság Hatóság 
Address: 1125 Budapest, Szilágyi Erzsébet fasor 22/c. 
Phone: +36 (1) 391-1400 
Fax: +36 (1) 391-1410 
E-mail: ugyfelszolgalat@naih.hu 
Web: www.naih.hu 
President: Dr. Péterfalvi Attila 

mailto:ugyfelszolgalat@naih.hu
http://www.naih.hu/


9. Data Controller’s information, contact details 

Name: Puskás Ferenc Sport Hotel Nonprofit Kft. 
Address: 8086 Felcsút, Fő utca 176. 
Mailing address: Hotel Pancho 8086 Felcsút, Fő utca 176. 
Phone: +36 22 252 119    +36 22 252 273 
E-mail: recepcio@hotelpancho.hu 

Web: www.hotelpancho.hu

mailto:recepcio@hotelpancho.hu
http://www.

